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Preface

Mobility is perhaps the most important market and technological trend
within information and communication technology. With the advent of new
mobile infrastructures providing higher bandwidth and constant connection
to the network from virtually everywhere, the way people use information
resources is predicted to be radically transformed. Over the last years, a new
breed of information systems, referred to as mCommerce systems or mobile
information systems, has appeared to address this emerging situation.

In 2000, the TFIP 8.1 WG decided to look into establishing a task group
to look closer at this area, and the idea was adopted and extended by IFIP
TC8 the following year. After the arrangement of several workshop, this task
group has been the driving force behind the arrangement of MOBIS (IFIP
TC 8 Working Conference on Mobile Information systems) held in Oslo,
Norway, 15-17 September 2004.

The objective of the working conference was to provide a forum for
researchers and practitioners interested in planning, analysis, design,
construction, modification, implementation, utilization, evaluation, and
management of mobile information systems to meet, and exchange research
ideas and results. Specifically, we tried to use the working conference to

o C(Clarify differences and similarities between the development of mobile
vs. more traditional information systems
Investigate organizational impact of mobile information systems

o Investigate mobile commerce applications combined with the
advantages of mobile communications technologies



X Mobile Information Systems

e Evaluate existing and newly developed approaches for analysis, design,
implementation, and evolution of mobile information systems.
e Investigate technical issues and the constraints they pose on mobile
information systems functionalities and design
The conference would not have been made possible without the
assistance of many people. We received over 40 papers which were peer
reviewed by a minimum of two reviewers and 19 full papers and 6 short
papers were accepted. We are indebted to the program committee members
and additional reviewers for preparing thorough reviews in a very tight
schedule. The authors are thanked for their efforts in making an excellent
scientific contribution to this new and challenging field. Finally, IFIP, TC8
officers and Dataforeningen have been instrumental for the success of the

event.
June 2004

Elaine Lawrence, Sydney
Barbara Pernici, Milano
John Krogstie, Oslo
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CONTRACTS FOR DEFINING QOS LEVELS
IN A MULTICHANNEL ADAPTIVE INFORMATION SYSTEM

M. Callea, L. Campagna, M.G. Fugini and P. Plebani
Politecnico di Milano - 20133 Milano Italy

Abstract:

Keywords:

1.

Multichannel Information Systems provide a way to invoke the same service
through several channels. In this way, even if the functionality provided by the
service is independent of the actual channel, the quality varies according to the
particular devices used by the service consumer. In this context, this paper
presents a frame for the creation and management of contracts formalizing the
agreement, in terms of quality of service, between an e-Service provider and
an e-Service consumer in a multichannel adaptive information system. In
particular, the work relates to some of the existing modelling languages for
QoS, such as QML, WSLA and XQoS, and presents some extensions to
WSLA able to deal with a multichannel environment. The presented model is
validated by a prototype developed to support creation and subscription of
contracts. The prototype application allows a provider to publish others
regarding e-Services with desired QoS parameters, and a consumer to
subscribe a contract with the negotiated QoS levels.

multichannel systems; quality of service; contract; adaptivity.

INTRODUCTION

The first efforts in the field of Service Oriented Computing (SOC)
mainly focused on the definition about how an e-Service could be built,
deployed, and invoked. As a consequence, different standards or standard
proposals are now available, and different platforms are able to provide a set
of e-Services mainly through the Web [Alonso et al., 2003]. Starting from
this scenario, most recent researches concentrate on possible extensions of
the Service Oriented Architecture (SOA) where the coordination,
composition, and management of e-Services are also considered [ACM,
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2003]. Besides such conceptual extensions, starting from the consideration
that the Web Service technology is an instantiation of the SOA, it is very
interesting to consider other kinds of extensions in order to define how an e-
Service can be provided through several channels using for example a
Smartphone or a PDA. In this way, if the same e-Service can be exploited
through several channels, and it is up to the user to switch among available
channels according to his current needs. In particular, in this work, we focus
one expressing these multichannel requirements in terms of the quality of the
delivered e-Service, in order to allow the user to change the e-Service
delivery mode when he realizes that the current quality level is not adequate.

According to various proposals currently available to define the QoS, this
paper deals with the need of models and methods that allow the specification
of quality levels in Multichannel Information Systems. In particular, in the
Italian MAIS project [MAIS Team, 2003], multichannel systems are
regarded as able to provide an e-Service on different channels having
different technological characteristics, such as diverse delivery times,
responses, or simply different data rendering, depending on the used
protocols, networks, and devices. On the other hand, Adaptive Systems are
regarded as able to analyze the network and to suggest the user the most
convenient way (e.g., the most suitable receiving device, or the most suitable
transmission mode) to receive and use the e-Service, while maintaining an
adequate quality level.

In this paper, we present the model studied in the MAIS project for
specifying the QoS in Multichannel Adaptive Information Systems. In this
model, a user looking for an e-Service around the network is interested not
only in functional aspects, but also in non-functional aspects of the e-
Service, such as response time, security and integrity of transactions, or
costs, which can be grouped under the term of Quality of Service (hereafter
QoS) aspects. The paper is organized as follows. After a brief analysis on
some existing QoS modelling languages presented in Section 2, Section 3
describes the proposed Quality model, whereas Section 4 presents an
extension to WSLA to cover aspects of multichannel systems. Section 5
outiline the basic features of the prototype developed on the basis of the
presented model and finally Section 6 draws conclusions.

2. RELATED WORK

QoS is currently considered as an important topic in several research
communities and a lot of work had been done to provide a definition. For
this reason, nowadays several languages and specifications are available in
telecommunication [ITU, 1994; ITU, 2001; Crawley et al., 1998; Huston,
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2000], middleware [Zinky et al.,, 1997; Marchetti et al., 2003], and
information system communities [Frelung et al, 1998; Keller et al., 2002;
Exposito et al., 2003]. Concentrating on a subset of such specifications,
proposals like QML, WSLA, and XQoS, capture the main aspects to be
taken into account in the definition and management of the QoS and, to this
aim, we present an overview of these three languages in the following
subsections.

2.1 QML (Quality of Service Modelling Language)

QML [Frelung et al, 1998] tries to model the QoS as independent as
possible of the specific domain where the service operates. For this reason,
QML relies on the definition of QoS parameters organized according to the
concepts of the object-oriented paradigm. QML specification lists a set of
elements that each QoS document should consider in order to provide a good
specification about the quality. In particular:

o QoS specification should be syntactically separated from the other
portions of service specification, such as interface definitions;

e it should be possible to specify both the QoS properties required by the
user and the QoS properties about the service provisioning;

e there should be a way to determine how the QoS specification can match
the user QoS requirements;

e it should be possible to redefine and to specialize an existing
specification, analogously to what inheritance mechanisms do in object-
oriented programming.

According to these requirements, QML provides three main abstraction
mechanisms for QoS specification: contract type, contract, and profile.
While a contract type defines the dimensions that can be used to characterize
a particular QoS aspect, a contract is an instance of a contract type and
represents a particular QoS specification. In particular, a contract type
defines a collection of dimensions, each associated with a range of allowed
values. A contract redefines these constraints according to given needs. A
profile associates the contracts to the service interfaces operations, operation
arguments, and operation results.

QML does not specify either how QoS can be enforced and monitored
nor the way to distribute responsibilities among the involved actors.

2.2 WSLA (Web Service Level Agreement)
WSLA [Keller et al., 2002] is an XML-based, extensible language used

to define a contract between a Web Service provider and a Web Service
user. Analogously to QML, WSLA defines QoS levels according to a set of
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different quality parameters; differently from QML, WSLA considers also

the responsibility about quality monitoring and enforcement. A WSLA

document is composed of three main sections:

e parties description: who is involved in the contract;

o service definition: what are the parameters describing the QoS, what are
the metrics related to them, and, for each parameter, who is in charge of
monitoring the values;

e obligation: the range of values the parameters have to respect, and the
action to be undertaken in case of violation.

Due to its native purpose, WSLA is strictly related to Web Service
provisioning and has no mechanisms to specify the QoS in case the same
service is provided through a channel different from the Web.

2.3 XQoS (XML-Based QoS Specification Language)

XQoS [Exposito et al., 2003] defines the QoS on both the user's and
provider's standpoints; moreover, the language is basically oriented to
multimedia services. At the user’s side, the parameters are bound to the
human perception of a service, whereas at the provider’s side these
parameters are bound to the communication services used to provide the
service. This specification relies on a formal model represented by Time
Stream Petri Nets [Diaz et al. 1994] for multimedia systems.

Even if XQoS is strictly related to a particular class of applications, i.e.
multimedia, the provided modelling concepts about elements composing a
multimedia service are useful for multichannel systems.

3. QUALITY MODEL

In the MAIS project, the problem of defining QoS is one of the main
topics since the definition of what quality means and how it can be
measured and monitored during service provisioning enables system
designers and providers/users to properly define the concept of “adaptivity”.
Figure 1 sketches the quality model adopted in MAIS [Marchetti et al.,
2004] on which the contract needs to be based. In particular, this model
represents how the channel can influence the quality, as perceived by the
user, with respect to the quality, as provided by the system. Hence, the
model consists of (i) a system model, defining objects (e-Service , network,
and device) and actors (e-Service provider, network provider, device
provider, and user), and of (ii) a set of roles and rules enabling the
association between quality information, expressed by quality parameters,
and objects.
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Figure 1. MAIS Model

The <network, device> pair represents the channel able to connect the e-
Service provider and user. In particular, given an e-Service, the e-Service
provider, by selecting the networks and the devices, defines a set of channels
through which the e-Service can be invoked. Simple examples of channels
are: < 802.11; PDA > <Modem; PC >,<802.11; PC >,<GSM; Smartphone>.

In order to attach quality information to the objects, the model introduces
quality parameters in the form of <name; admissible value> pairs, where
name represents a unique parameter identifier, and admissible value
represents the range of values suitable for the parameter. To normalize the
possible different interpretations of concepts related to quality, the model
introduces the community as a group of providers who propose a
specification for a group of objects with relevant common characteristics.
Hence, we have an e-Service community for groups of e-Services providing
the same functionality (e.g. hotel reservation service, video on demand
service), a set of network communities, and device communities. The
communities declare both the functional specifications and the set of quality
parameters they consider as relevant. All the providers who intend to
implement the relative object will refer to such specifications.

To clarify the model, consider an example regarding a video-on-demand
e-Service, allowing a user to receive video-streams on different devices, e.g.,
PCs, cable TVs, or SmartPhones. Both the functional and quality features of
this class of e-Service are specified by the user community of the video-on-
demand e-Service. In particular, the quality of this e-Service can be
characterized by quality parameters such as framerate, colordepth, and
resolution. Analogously, suppose that a network community defines the
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quality of a generic network according to the bandwidth, latency and jitter
quality parameters, whereas the devices community introduces the
videoresolution and colordepth parameters. For each parameter, the
communities also define the range of admissible values. Once a provider
decides to implement an object, he has to define the quality according to the
parameters specified by the communities related to the object. This means a
possible restriction of the range of allowed values of quality parameters
describing the e-Service, obviously respecting the guidelines of the e-Service
communities. For example, if the video-on-demand e-Service community
has defined the range [5fps...40fps] as admissible values for framerate, the
e-Service provider, on the basis of his available computational resources, can
restrict such range to, say, [5fps...20fps], that is, to the value he is actually
able to provide for the e-Service.

So far, the quality has been defined from the provider’s perspective.
Considering the e-Service user’s perspective, we observe that, in general, the
quality perceived by the user is possibly different from the quality perceived
by the provider [Khirman and Henriksen 2002]. In fact, the network and the
device both affect the e-Service exploitation. In the MAIS quality model,
this influence is captured by a set of quality rules that make explicit the
relationship between the different quality parameters, in order to compute
the quality of experience, i.e., the actual quality perceived by the consumer.

The quality rule framerate*colordepth*resolution=K*bandwidth, for
example, states the relationship among one of the network parameters, i.e.,
the bandwidth, and the e-Service quality parameters. In this way, it is
possible to compute the minimum and maximum values for framerate,
allowed from the user side. By identifying and executing the quality rules for
all the QoS parameters, the user gets the basis for deciding the most suitable
execution channel.

4. WSLA EXTENSION

The quality model described above enables providers and user to set up a
contract, intended as a formal document where two parties set up an
agreement, in our case about provisioning and usage of an e-Service. As a
basis, such document should contain: i) the data identifying the contracting
parties, i1) the object of the contract, ii1) the general conditions of agreement,
and iv) the responsibilities and penalties in case of violation. These aspects
are properly captured by the WSLA language described above. However,
some extensions are needed, in particular with concepts belonging to QML
and XQoS suitable to describe the quality in a multichannel environment,
rather than in Web Service environments only.
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The first kind of extension we propose for WSLA introduces some
attributes to the ServiceLevelObjective and ActionGuarantee tags which
represent the admissible values of quality parameters, and the actions to be
taken in case of agreement violation. In particular, the order attribute, which
can be increasing or decreasing, states how the quality varies with respect to
an increasing value of the quality parameters. This specification is needed
since the order depends on the semantics of parameters; for example, for the
response time, the higher the value the lower the quality, whereas, for the
throughput, the higher the value the higher the quality.

As for channel definition, a second extension we propose for WSLA is
the introduction of the device and network attributes; now, the contract is
suitable to specify a particular quality level, which depends on the selected
channel. This extension supports the not only the description of an e-Service
through the available channels but also the comparison of different quality
values, in order to enact the more suitable adaptation strategies for e-Service
provisioning. .

The last kind of extension regards the introduction of two new kinds of
domains in WSLA: the set domain and the enumerated domain. In both
cases, a quality parameter must hold one of the values belonging to the
domain; however, for the first domain, a quality parameter can assume one
or more values at the same time, whereas for the second domain, the
parameter can hold one value only.

Now, in the next paragraphs, we are ready to describe how the proposed
extensions are used, and then how the main sections composing a contract
are structured in WSLA.

4.1 The Parties

One of the most important parts of the contract is the description of the
actors, called parties, of the agreement, i.e., the provider and the consumer.
In addiction, a third party, called guarantee, is introduced to control and
guarantee the contract terms between the two parties. In our case, the third
party is the actor that measures, or is enabled to retrieve from a log file, the
quality parameters values, and compares them against the values specified in
the contract. Indeed, depending on the nature of the contract and on the role
of the parties, the contract can also consider the provider or the user as a
guarantee. If the guarantee, during the monitoring activity, measures a value
outside of the range of admissible values, he notifies the exception to the two
involved parties, as shown in Figure 2: here each party is defined by its
name, address, and by information about actions to be possibly taken in case
of violation notification.
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<Parties>
<ServiceProvider name="myProvider">
<Contact>
<Street>21 Rome st</Street>
<City>Milan</City>
</Contact>
<Action name="notification" partyName="myProvider"
xsi:type="WSDLSOAPActionDescriptionType">
<WsdlFile>notification.wsdl</WsdIFile>
<SOAPBindingName>VideoOnDemandBindingName</SOAPBindingName>
<SOAPOperationName>VideoOnDemandOperationName</SOAPOperationName>
</Action>
</ServiceProvider>
<ServiceConsumer name="...">

</ServiceConsumer>
<SupportingParty name="...">

</SupportingParty>

</Parties>
Figure 2. Parties section of the contract
4.2 Service definition

For each e-Service, a set of quality parameters is attached to its definition
as shown in Figure 3. Such parameters are defined by: a measure unit, a
metric, the data type, and the indication of parties that can provide, read, and
manage these data. Here, the Operation tag states how to find and to invoke
the e-Servicee referring to a WSDL specification. The Schedule tag holds
the date of validity of the contract, while SLAParameter is the object storing
information about the QoS parameters. Each SLAParameter has a Metric
that can be simple, or composite. For a simple metric, its measure is
provided directly by a measurement system; hence, in the contract, the
location of this measurement system is written. For a composite metric, this
section shows how data can be aggregated in order to compute the metric.

<ServiceDefinition>
<Operation name="GetVideo" xsi:type="wsla: WSDLSOAPOperationDescriptionType">
<WsdlFile>servicefile.wsdl</WsdIFile>
<SOAPBindingName>VideoOnDemandBindingName</SOAPBindingName>
<SOAPOperationName>GetVideo</SOAPOperationName>
<Schedule name="MainSchedule">
<Period>
<Start>06/02/2004</Start>
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<End>06/02/2005</End>
</Period>
<Interval>
<Second>1</Second>
</Interval>
</Schedule>
<SLAParameter name="Bandwidth" type="float" unit="Kbps">
<Metric>Bandwidth</Metric>
<Communication>
<Source>Provider</Source>
<Pull>Provider</Pull>
<Push>Provider</Push>
</Communication>
</SLAParameter>
<Metric name="Bandwidth" type="float" unit="Kbps">
<Source>Provider</Source>
<MeasurementDirective resultType="float" xsi:type="wsla:Counter">
<MasuremementURI>http://MeasurementService.com/</MasuremementURI>
</MeasurementDirective>
</Metric>
<SLAParameter name="...">

</SLAParameter>
<Metric name="...">

</Metric>

</Operation>
</ServiceDefinition>
Figure 3. Service Definition section of the contract

4.3 Guarantee terms

This section of the contract glues the parties to a particular e-Service also
considering the possible delivering channels of an e-Service . Here, it is
important to notice that while the set of QoS parameters strongly depends on
the provided e-Service, the admissible values perceived by the user strictly
depend on the channel used by the consumer. To fulfil this mismatching
visions, the guarantee party must monitor what the user perceives rather
than what the system provides; hence, for each <device, network> pair, i.e.
for each channel, a specific WSLA portion specializes the quality parameters
by defining: a) the range of allowed values, b) the order of the allowed
values, c) the party which has to take over in case of contract violation, and
d) the agreement validity time.

Here, the actual values are computed starting from what the provider
offers, according to the identified quality rules for the considered channels.
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In particular, Figure 4 indicates, in the ServiceLevelObjective tag, the range
of allowed values of each QoS parameter, the related device, and the
network interface. For each e-Service level, an ActionGuarantee object and
information about how notification actions can be invoked are included. In
the example, the "*' symbol means that all the involved parties have to be
informed of a possible violation.

S. A PROTOYPE APPLICATION FOR CREATING
CONTRACTS

According to the specification described above, we built a prototype
(Figure 5) for contract definition and management in a multichannel
environment. The provider represents the actor in charge of formulating and
offering the e-Service through a set of channels. The consumer uses the e-
Service; the selection of the channel is driven by the selection of the device.

The contracts representing the agreement between the user and the
provider, and defined before an actual e-Service invocation, are stored in the
Contract Repository. The Monitoring System is responsible for measuring
the QoS perceived by the consumer, for extracting contracts from the
Contract Repository, and for comparing the values written in the contracts
with the measured values. In case of agreement violation, the Monitoring
System invokes a set of suitable notification services acting on behalf of the
provider and consumer.

As a sample scenario for the prototype, we refer to a Video-on-demand e-
Service which provides to the users a set of video clips related to soccer
matches. As discussed above, the quality of provided clips is affected not
only by the provider but also by the selected channel. In fact, although a
provider is able to broadcast images and clips with a high resolution, a user
with a SmartPhone will not be able to fully appreciate the high resolution,
since the device has a limited screen size. The same occurs for the network
that, due latency and the bandwidth values, can even block the video
broadcasting.

<Obligation>
<ServiceLevelObjective device="Computer" name="SLBandwidth" network="802.11b"
order="Increasing">
<Obliged>Provider</Obliged>
<Validity>
<StartDate>06/02/2004</StartDate> <EndDate>06/02/2005</EndDate>
</Validity>
<Expression>
<Predicate xsi:type="Greater">
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<SLAParameter>Bandwidth</SL AParameter>
<Value>350</Value>
</Predicate>
</Expression>
<Expression>
<Predicate xsi:type="Less">
<SLAParameter>Bandwidth</SLAParameter> <Value>500</Value>
</Predicate>
</Expression>
<EvaluationEvent>NewValue</EvaluationEvent>
</ServiceLevelObjective>
<ActionGuarantee name="GDNBandwidth">
<Obliged>*</Obliged>
<Expression>
<Predicate xsi:type="Violation">
<ServiceLevelObjective>SLBandwidth</ServiceLevelObjective>
</Predicate>
</Expression>
<EvaluationEvent>NewValue</EvaluationEvent>
<QualifiedAction>
<Party>*</Party>
<Action actionName="*" xsi:type="Notification">
<NotificationType>Violation</NotificationType>
<CausingGuarantee>SLBandwidth</CausingGuarantee>
<Network>802.11b</Network>
<Device>Computer</Device>
<SLAParameter>Bandwidth</SL AParameter>

</Action>
</QualifiedAction>
<ExecutionModality>Always</ExecutionModality>
</ActionGuarantee>
<ServiceLevelObjective name="..." >

</ServiceLevelObjective>
<ActionGuarantee name="..." >

</ActionGuarantee>

</Obligation>
Figure 4. Obligation section of the contract
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Device
Community Community Community
Repository Repository Repository

Consumer Provider

Web Service Contract Offering
Repository Repository. Repository

Figure 5. General Prototype Architecture for Contract Definition and Management

In order to avoid unavailability, the MAIS project is studying methods to
provide a set of adaptation strategies able to allow the user to switch among
different channels. Actually, channel switching can also be influenced by the
user preferences. For example, the user can start watching the clips on one
device, the PC, and complete the vision on the SmartPhone, e.g., because he
is on travel.

The overall structure supporting quality information described in the
community specifications, and the object implementations are shown in
Figure 6. All of the documents are specified in XML, basically due to
portability and ease of use reasons. The System Management module has
three associated repositories, where the e-Services used by the application,
the offers of the providers, and the contracts subscribed by consumers are
stored. The Provider's System Management refers to the Communities
Repository in order to obtain the specifications defined by the community
needed to implement an object compliant to them. Otherwise the Consumer’s
System Management use e-Service Repository to retrieve the offers of the
providers, to compare them and, once on of them is selected as the effective
provider, to define and store the contract in the Contract Repository.
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: Notification
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Figure 6. Reference Architecture for Quality in MAIS

6. CONCLUDING REMARKS AND FUTURE WORK

This paper has presented a model for creating QoS contracts in a
multichannel adaptive environment, and an application supporting the
creation and management of such contracts. Our approach relies on some of
the existing approach available in the literature, and provides a syntactic
extension to WSLA to capture some basic peculiarities of a multichannel
system. The paper has presented some extensions to WSLA, a quality model,
and a prototype supporting quality contracts creation and management.

Currently, the prototype is able to manage the interaction between
provider and user in the contract definition phase; the main prototype
extension regards the monitoring aspects. To this aim, we are investigating
on the way the quality values can be captured, checked, and reasoned upon.
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Besides the monitoring functions, a set of e-Service able to run-time react to
the quality changes is needed. Moreover, these e-Services can be used by
the other systems composing the MAIS platform as a trigger for the
adaptation strategies needed by the overall MAIS architecture.
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ACTION, INTERACTION AND THE ROLE OF
AMBIGUITY IN THE INTRODUCTION OF
MOBILE INFORMATION SYSTEMS IN A UK
POLICE FORCE

Dr David Allen and Professor T. D Wilson
Leeds University Business School, The University of Leeds, Leeds, LS2 9JT

Abstract: Mobile wireless computing has been identified as a critical new application of
information technology; however, only a few case studies are available
focusing on the organisational or social issues related to the deployment of
these technologies. This paper provides a rich description of the situated
activities of a particular set of mobile workers (police officers) during the
implementation of mobile wireless laptops. The paper describes two
implementations of one type of technology in a single organisation. The
implementations took very different trajectories; in one the technology was
resisted and eventually withdrawn while in the other it was embraced and
embedded into working practices. The paper clearly demonstrates how
ambiguity, over time, influenced the trajectory of the implementation process
in the different sites. The paper explores the use of an alternative theoretical
approach to the use of technological frames to understand ambiguity and
implementation of technology: Strauss’s Theory of Action. Using Strauss’s
concept of trajectory the paper demonstrates the importance of understanding
the relationship between ambiguity and the implementation of mobile
information technology.

Key words:  Mobile Information Systems, Police, Ambiguity

1. INTRODUCTION

Mobile computing has been heralded as the next major paradigm in
personal computing (Okoli, Ives et al. 2002). It is unsurprising, therefore,
that over the last two years there has been a rapid growth in the literature and
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research relating to the technical and commercial aspects of the application
of mobile devices (Siau, Ee-Peng et al. 2001). A number of researchers,
however, have indicated that there are ‘few studies of the use of these mobile
devices” Wilberg (2001)). (Kakihara and Segrensen 2002) have pointed to
the pressing need for further theoretical and empirical work in this area. In
particular, there is a need for IS research to be actively involved in studies
where technologies are being built and tried out — before they reach the
marketplace (Lyytinen and Yoo 2002). This paper provides one such
empirical study approaching the research from an alternative perspective:
mobile informatics (Dahlbom and Ljungberg 1998; Kakihara and Serensen
2002; Nulden and Lundin 2002), or analysing the use of mobile devices in a
particular setting.

The paper analyses the implementation of a mobile office solution in two
sites in a large UK police force (Surrey Police Force). This presents an
intriguing case: one where the implementations in the two sites took very
different trajectories; in one the technology was resisted and eventually
withdrawn while in the other it was embraced and embedded into working
practices. As the research progressed it became clear that the role of
ambiguity during the process of implementation was particularly significant.
In attempting to understand this, the researcher turned to the body of work
about how people make sense of ambiguity (multiple meanings) created by
the implementation of IT. There is only a small amount of literature which
focuses on the collective creation and shaping of interpretations for
understanding and enacting IT (Henfridsson 2000). Much of this work draws
upon sense-making perspectives and also utilizes a cognitive perspective.

One of the most influential works in this area is that of Orlikowsi and
Gash (1994) who introduced the idea of technological frames. They
described these as schema used by actors to interpret technology, arguing
that when there is ambiguity or difference between individuals’ technology
frames the implementation will be more problematic. Henfridsson (2000),
however, argues that this work places too much emphasis on the reduction of
ambiguity between different stakeholders’ assumptions, beliefs and values
about a technology. He points out that the work of Ciborra and Lanzara
(1994) indicates the importance of ambiguity in stimulating innovation and
learning and he puts forward an alternative approach, suggesting that
ambiguity can be managed most effectively when there is a transition
between states of ambiguity about the use and role of the technology and
states of common sense where there is no ambiguity. Indeed, he argues that
ambiguity should be created around technologies in order to make the most
of IT adoption. In contrast, Davidson’s (2002) research, from a quantitative
and positivist perspective, reinforces and develops Orlikowski and Gash’s
use of technological frames, and identifies four frame domains that are
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pertinent during the information systems development (ISD) process. She
indicates that repeated shifts in salience between two specific technological
frames (related to the business value of IT and IT delivery) can disrupt the
information systems development process. In common with the earlier work
of Orlikowski and Gash, Davidson seems to argue that, by recognizing (and
therefore reducing) ambiguity, the process will be improved: “...if shifts in
frame salience are recognized and explicitly acknowledged, ISD participants

may be better able to manage” (Davidson 2002:353). Barrett (1999)

develops Orlikowski and Gash’s work in another direction augmenting their

socio-cognitive approach with ‘structural culture’ (Thompson 1990;

Thompson 1995) from a critical perspective. Barrett argues that a key reason

for low levels of EDI adoption is an incongruence of cultural assumptions

among different sub-cultures. Mantovani and Spagnolli, (2001), working
from within Actor Network Theory, add another dimension to the debate by
indicating that the existence of ambiguity about norms and technology is
particularly useful at the start of the implementation of a technology,
because it allows the expression of different interests of actors involved in
the implementation. They also argue that the ambiguity associated with
norms and technology will naturally be reduced during the process of
implementation as ‘shared lines of interpretation crystallise.” (Mantovani

and Spagnolli 2001:317)

While the findings of these approaches are useful and relevant, it could
also be argued that they place too much emphasis on socio-cognitive
structures determining and shaping action and too little emphasis on the way
socio-cognitive structures are contested and shaped over time. As Ciborra
stated, in understanding IT implementation there is a need to bring back
into the picture the situation of the actor (Ciborra 1999). While this seems to
be acknowledged in IS research, it is achieved, mainly, by the introduction
and adaptation of ideas from cognitive psychology (c.f. Tan and Hunter
2002). While providing a useful and interesting contribution, the application
of socio-cognitive theory can be criticized on a number of grounds:

e It fails to acknowledge the emotional aspect of organizing (Fineman
1996; Ciborra 1999).

e The cognitive view has only recently achieved widespread acceptance in
organizational studies (Hodgkinson and Sparrow 2002) and, therefore,
the language of cognition is still diffuse and conflicting. Walsh (1995)
identified more than 90 terms related to cognition in the language of
management theory. Translation from its use in organizational studies to
information systems or information management should be undertaken
cautiously.

e Cognitive theory has developed in a behaviourist tradition (positivistic
and nomethetic), but it is being used in an interpretive (ideographic)
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tradition in the field of information systems (Orlikowski and Gash 1994).

Some researchers point to this use in ideographic frameworks as positive,

but it has been criticised in the mainstream management literature. Tan

and Hunter (2002), for example, cite the work of Daniels, Johnson, and
de Chernatony (1994) as a useful route for IS researchers to follow, but
this work has been roundly criticized by mainstream cognitive
researchers in management (Hodgkinson 2002) as theoretically confused.

o Socio-cognitive approaches are used from an interpretative perspective,
but are operationalised in a way that suggests that cognitive structures are
impermeable and create action; whereas we argue that structures are
constantly created and recreated in action.

The first section of the paper presents a brief background and context to
the case study. The second section presents the theoretical position and
methodology. The next section presents a description of the initial sense-
making about the introduction of the technology in two sites, analysing them
through the lens of the temporal and spatial aspects of mobile work. It also
provides an analysis of the relationship between new information behaviour
enabled by the technology and power relations. This section identifies the
initial commonality of opinion and a common trajectory of the
implementations in the both sites. The fourth section goes on to describe the
way sense-making about the implementation and the trajectories of the
implementation diverged. The paper concludes with a discussion of the
results and their implications for research and practice.

1.1 Background to the Implementation

Police forces in the UK are at radically different stages of development in
their use of information systems (O’Dowd 1998; Povey 2001). With strong
support from the UK Government they are now placing more emphasis upon
the use of technology to support all aspects of their work. The intention is
for many aspects of their operations to be transformed by 2005. This has
been labeled ‘e-policing’ (Povey 2001), a key aspect of which is mobilising
information (Povey 2001) to make it available to officers wherever they are
working through the use of mobile phones, mobile data terminals and
mobile computing devices (wireless laptops and Personal Data Assistants
(PDAs)). One of the leading forces in the UK in the deployment of mobile
systems is Surrey Police, which is based in the south of England, sharing a
boundary with London. Its area of operation includes urban and rural areas
and involves the management of a number of varied policing environments,
from Heathrow Airport to rural villages.

This paper discusses the implementation of a specific mobile technology:
the Surrey Police Remote Officer and Vehicle EnviRonment (ROVER)
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units. ROVER is essentially a laptop computer with a GSM mobile phone
modem allowing officers in any location to access the Force intranet, the
Surrey Police Information and Knowledge Environment (SPIKE). This gives
officers access to police-specific software (such as national databases of
legal information or information on holders of firearms) and generic
software (e-mail or word processing software) from a laptop with wireless
access to the organisation’s intranet. It is important to note that this police
force had mobilised its own network environment; thus, the officers were not
faced with a new interface or new software. Two implementations were
studied: the first was in a small town with uniformed patrol officers, the
second was a larger town with plain-clothes detectives.

2. THEORETICAL POSITION AND
METHODOLOGY

At the start of the project (October 2000) very little research on the use of
mobile wireless technologies was available and no empirical research was
located on the organisational aspects of their use in the police. The objective
of the research, therefore, was to explore the situated activities of these
mobile workers, to produce a rich description of the implementations.

While aware of the research on adoption and assimiliation of information
systems (c.f., Gallivan 2001), the primary approach in the IS literature has
been through the use of the Technology Acceptance Model (TAM) (Adams,
Nelson et al. 1992; Agarwal 2000; Venkatesh 2000). In this research we
wished to take a different approach. Much of the TAM literature focuses on
the individual level and is nomothetic and positivistic. In contrast this
research project focused on the group level and works from within an
interpretive framework: drawing on interactionism, pragmatism and utilizing
ideographic tools.

In an attempt to place more emphasis on the interaction between structure
and action over time, and to illuminate the contested and changing nature of
structures, Strauss’s (1993) Theory of Action is used here. In particular, four
concepts are drawn upon: trajectory, trajectory phasing, trajectory
projection, and orders. Trajectory refers both to the course of any observed
phenomenon as it evolves over time and the actions and interactions
contributing to its evolution. Strauss uses the term to encompass both a
predetermined course of action and interaction in ways that are unanticipated
and not entirely manageable. He argues that researchers and those involved
in the interaction can distinguish phases in the trajectory of a phenomenon.
He illustrates this point by drawing on his earlier work (Glaser and Strauss
1968) where the phase of ‘they are dying’ was identified by those involved
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in the trajectory of terminal illness. The term technological trajectory has
been used in a similar way by Jenkins and Floyd (2001). The third concept
used in this paper is that of trajectory projection. This refers to a vision of
the expected course of interaction, which may or may not be shared by the
actors. Strauss also identifies “orders”, defined as analytic abstractions that
summarize what the actions and interactions involved in a phenomenon are
intended to achieve. The orders used here are: temporal order, spatial order,
work order, informational order and technological order. The term “temporal
order” (Strauss 1993) is used to refer to the frequency, scheduling, pacing,
duration and timing of actions. The term “spatial order” refers to “how
objects are arrayed in given spaces; how actions take place or are supposed
to take place in certain spaces; the symbolism associated with various
spaces” (Strauss 1993: 59) “Work order” refers to the way in which work is
organised. Informational order refers to the flow of information between
actors. The final order, “technological order”, refers to the organisation of
technological artefacts and the routines that surround them

We hold that the Theory of Action and the concepts of ‘trajectory’ and
‘orders’ are particularly useful in research on mobile data applications. The
point must be stressed that the term ‘mobile data’ is not entirely adequate,
since in the police applications, it is the person who is mobile, while,
especially in the case of thin-client systems, the data remain on the server
until pulled by or pushed to the user. The temporal order is critical in police
work where the rapid availability of information in a stop-and-search event
may make the difference between a successful arrest and a need to let the
suspect go free, or where the scheduling of actions in response to an incident
may make the difference between the effective and ineffective use of people.
The spatial order is also highly relevant, as the police officers are continually
on the move from one location to another either on foot or in police vehicles
and some of the spaces they occupy have greater or lesser degrees of
symbolism associated with them. A suspect on the street, a public place, is
subject to less pressure than the same person in a police car, or removed to a
cell in a police station. From a police perspective, the more sure and the
more rapid the transfer from one to another can be made, the better.

The discussion is based on qualitative data from the study of the
implementation of ROVER over a twelve-month period. Although data
gathering techniques included the analysis of project documentation and
observation, the primary method used was semi-structured interviews.
Respondents included senior police officers in Police Headquarters (who had
approved the implementation), senior police officers involved at a Divisional
Level in the implementation (and who had requested the implementation), IT
Services (including the IT Support Officer, those involved in offering
training on the system, the Knowledge Manager involved in the process of
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implementation and the Director of IT Services). Individual interviews were
also conducted with the senior staff in both police stations (Inspectors and
Sergeants) and most officers involved in using the technology. The more
junior police officers were interviewed either in focus-group and/or
individual interviews.

Observation of working practices and information behaviour also took
place, but only in the Police Stations. This was a condition of gaining entry
for the research. A limitation on the findings was that observation of use of
the technology ‘in the field’ could not be undertaken. This issue is being
addressed in further studies in other police forces.

Karahanna, Straub, and Chervany (1999) note that few research projects
have dealt with pre-adoption and post-adoption beliefs and attitudes in IT
implementation. The data collection for this research project was undertaken
in three distinct stages. The first stage was before the implementation, where
attitudes and expectations of the implementation were discussed. The second
stage was two months after implementation, to gauge initial reactions and to
understand how the technology was being used and had influenced working
practices. Finally, the last data collection visit took place twelve months
after the implementation to understand how the technology was shaped
during the implementation and how the innovation had shaped
organisational practices. The case study presented below is the authors’
interpretation of the data collected through this process.

3. IMPLEMENTATION: INTIAL STAGE OF THE
TRAJECTORY

The initial stage of the trajectory was characterised by a lack of
ambiguity over the implementation of the technology. The impetus for the
initiation of the ROVER came not from the Information Management or
Information Technology Service in the police force, but from the users and,
in particular, Senior Operational Officers in the Uniformed Division. When
interviewed, these senior officers had a clear vision for the future trajectory
of the implementation: it would increase operational efficiencies by
changing the working practices of officers; in particular it would influence
spatial and work orders. They described this through the metaphor of
reducing the "yo-yo effect": a process by which police officers had to return
numerous times during the day to the police station to communicate or
process information before returning to the field. It was believed that, if the
number of times the officer had to return was reduced, officers would ‘stay
out on the street’ for longer periods and so increase the visibility of
uniformed police (an important objective set for them by Central
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Government). They also wanted to shape informational orders: there was a
hope that the ROVER would enable a more effective approach to policing by
providing information when and where police officers need it; thereby
supporting an intelligence-led, pro-active style of policing.

The initial implementation in both sites, was perceived in a positive
manner by the officers involved. Officers gave accounts that indicated that
they felt more informed, made better use of existing internal information
resources and had located new external sources. They also felt that their
external communication had improved and, critically, they felt that the use
of the ROVER helped create a perception in the public that a higher quality
of service was being delivered. The two implementations of the ROVER
seemed to take similar trajectories: at both sites it was initially reported as
extremely successful, gaining support from senior managers, uniformed
officers and plain clothes detective officers. The way the technology was
perceived to have shaped behaviour initially can be seen through the
accounts illustrating three key elements which changed after the
implementation: the changes in temporal, spatial, information, and work
orders.

3.1 Temporal Order

A number of researchers have argued that the ‘network society’ is
characterised by the decline of any rhythm or cycle of life, either biological
or social (Castells 1996). While the relationship between time and
technology is a contested one (Frissen 2000), information systems
researchers have presented a sophisticated perspective of the influence of
technology on time (Lee 1999; Lee and Liebenau 2000; Orlikowski and
Yates 2002), particularly in the area of IS development (Nandhakumar
2001). In both implementation sites accounts that identified the impact of the
implementation on the temporal order of actions were identified. One
example of this is the way uniformed officers reported that they could
change the way they input and updated crime reports on the crime
information system (CIS). They could, for example, input information while
it was ‘fresh in their minds’ whilst they were on patrol. A probationary,
uniformed officer noted that, using the traditional approach, he could
accumulate three or four reports in his notebook as he was sent from incident
to incident. It could then be perhaps 24 hours later before he was able to
update the system. Using ROVER, information could be input into CIS in
‘real time’ and it was said that information entered would not only be more
‘up-to-date’, but would also be more comprehensive and accurate. Another
PC stated:
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"I use it quite a lot - linking up when I am a passenger in a car
looking at current jobs and my workload, doing checks on vehicles
rather than doing it over the air, updating crime reports at the
scene. It is very useful for that, I can go in, do the update while I am
standing there talking to them and if they ask any questions I have
got it at my fingertips. I don’t have to do it from memory and I can
give them the relevant numbers.” (Uniformed PC)”

Similarly, CID Officers described the way they were using the
technology to overcome temporal and spatial issues. One officer noted the
way it enabled him to become better informed and more focused when called
out to an incident, allowing him to access the force system into which crimes
were stored after being reported by the public (the ICAD):

“The only time I take it home is when I'm on call. The advantages
are at 3 o'clock in the morning you get a phone call, the control
room only through necessity only ever give us three lines: ‘It's such
and such an incident, there's a bloke in custody and it happened in
..... " ‘Oh great, what about this?’ ‘Don't know!” You are talking to
people third hand. So what you can do ... look at the actual ICAD
as well as get a feel for the job before you actually speak to
anyone.”

In the initial phase of the implementation, account of the use of the
technology to overcome temporal barriers was common in both
implementation sites, and was supportive of the implementation.

3.2 Spatial Order

The spatial concept of location is one which, as Healey and Reeves
(2001) point out, is the most intuitive framework for understanding mobile
work. The role of information technology in making it possible for spatially
or organizationally distant parties to communicate has been a recurring
theme in much of the literature on CSCW (DeSanctis and Monge 1999). It is
unsurprising, therefore, that recent work on mobile technologies and mobile
work practices identifies it as a key dimension of mobile work (Kakihara and
Serensen 2001; Kakihara and Serensen 2002).

Much of the language that legitimised the implementation of the ROVER
emphasised the spatial order of action. Officers described the way they
could use the ROVER to be ‘informed’ at remote locations and, therefore,
work faster and more effectively. One officer described how he used the
system in the Police office in the Crown Court. He was able to use ROVER
to find information to resolve questions put to him and thereby ‘appear more
professional’. He stated:
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“They were asking me questions, the defence were coming up with
items and the prosecution were saying that they wanted this, this,
and this. And instead of my rushing off for hours and trying to find
someone to ask, I would just turn this on and answer it within a
couple of minutes ...it speeded the whole process up.”

Most of the officers interviewed noted the importance of the mobile data
link, stating that they were often working in environments (often outside the
area covered by the police force) where they were unable to get access to a
landline. A number of the officers told how they could use the ROVER in
locations where radio contact was difficult.

Accounts about the use of the technology to overcome spatial barriers
seemed to permeate early discourses within both sites, reinforcing the
perception of a rapid internalisation, use and acceptance of the technology
within the organisation.

33 Information Order

The use of the wireless laptops augmented existing information channels
(e.g., police radio) and allowed police officers direct access to remote
databases. This removed existing information intermediaries (such as control
room operators) who had provided the only form of access to information
held in police databases via the police radio. The control room operator
plays a key role in most police forces; they take calls from the public, enter
the information into police information systems and call officers on the radio
in order to dispatch them to a respond to calls. They also play a pivotal role
in the information gathering by the police officers as they provide the only
remote access to police information systems. The police officers would use
a shared radio system to contact the control room operators, therefore,
conversations could be overheard by other officers (peers and superiors).The
use of the ROVER units, therefore, moved the information behaviour of
officers in the field from a position where information seeking and use was
observed, shared and reliant up a third person to a position where it was
closed to observation and individual. Officers, particularly younger officers
who feared looking foolish in the eyes of their team, or censure from their
sergeant for asking too many questions or taking up too much time on the
radio said that they were more likely to search for information directly using
the ROVER units. The relationship between control operators and patrol
officers can sometimes be strained because of their differing reward systems
and objectives. The control operators often have competing demands on
their time and are evaluated on the speed with which they deal with a call.
The patrol officers, on the other hand, require information with a high degree
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of accuracy and depth. The use of the ROVER units to bypass the control
operators was seen as particularly useful, and was reported to improve the
effectiveness and safety of officers. It seemed that officers were much more
likely to search for information on the mobile terminal than by using
traditional channels, precisely because it was not observed: officers’
information seeking was not exposed to the comment and scrutiny of senior
officers. It was also clear that they became more active information
gatherers; rather than waiting to be informed, they used the technology to
scan their environment and look for information, or reports to which they
could add their information. This was particularly true whilst officers were
working on nights or during quiet periods on patrol. One young officer said
he used the technology to access the Police National Legal Database (a
repository of information about police legal powers):

“I used PNLD when I was out. It gets a bit embarrassing when you
don’t know the law. If you have got it to hand, before you pop in the
house to speak to them you can just think look it up on PNLD and I
will be up to speed, you are more aware of your power to deal with
things.”

This was particularly important as it reinforced the police officer’s core
values: the need to be seen by the public to be informed and enabling
officers to understand the limits of their own powers (such as the power of
arrest).

4. IMPLEMENTATION: DIVERGENCE AND
CRYSTALISATION OF TRAJECTORIES OF
INTERPRETATION

The initial reactions to the implementation were similar, but, as the
implementation continued the trajectories diverged. By the end of the project
many (if not most) of the uniformed officers had stopped using the
technology. One officer noted:

“It made my life easier not to get the laptop out of the bag”’.

This change in attitude was particularly puzzling because at the start of
the project uniformed officers were all very supportive of the technology.
One officer noted:

“People were initially very keen, very into it, changing their desk
tops and got it all sorted. It was a neat bit of kit.”
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The resistance was such that the project with the uniformed officers was
abandoned. However, the detective officers remained enthusiastic, actively
using the technology. One detective commented in an interview that: “It
would have to be a very big bloke that comes and takes my computer off
me.” Another stated that she though the technology was “... fantastic and I
would now hate to be without it, I’ve quickly got used to the flexibility of
it.” The following text analyses the sense-making as conflicting
interpretations of the technology developed, were contested and began to
converge upon a dominant perspective and “crystallize in shared lines of
interpretation” (Mantovani and Spagnolli 2001:317) this dominant
perspective was represented in the renegotiation and interpretation of the
perceived impact of the technology.

4.1 The Implementation in the Uniformed site

The implementation in the uniformed police station was characterised by
a high degree of ambiguity about acceptable use of the technology,
ambiguity about the permanence of the implementation, and ambiguity about
the reasons for the implementation. Ambiguity was present because different
interpretations were supported at the same time (Weick 1995). Without
objective criteria given for the implementation the officers relied upon
professional values to make sense of the situation, using these values to
extrapolate from the data available. It is significant that the officers read
from the facts according to their professional value system, divergence in
sense-making being linked to the existence of different sets of values. This
will be discussed further in the next section of the paper. As the
implementation progressed the technology was increasingly perceived as
threatening a particular set of officers’ values. The role and nature of the
implementation became highly ambiguous. McCaskey (1982) identifies
characteristics of ambiguity as: multiple, conflicting interpretations, different
value orientations and political and emotional clashes. The Uinformed site
became one in which discourses about ambiguity and anxiety (Baruch and
Lambert 2002) rapidly dominated.

4.1.1 Work Order and ambiguity;

This ambiguity was demonstrated by one officer in his discussion of his
use of the technology. As already noted, the system allowed officers to use
the technology to change their information behaviour and their work
practices. For example, one officer noted that use of the technology allowed
him to park his car and access his e-mail from wherever he was:
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“Promoted my pulling up and using it to see, pulling up on nights
and saying to myself ‘is there anything about’ and using the terminal
— quickly check my mails to see what was going on at 2.00am in the
morning.”

While this sort of behaviour was seen as beneficial to the officer and his
team, there was still a great deal of ambiguity about the acceptability of
these behaviours. The same officer, for example, went on to say that he was
concerned what the reaction of his senior officers would be to his remote use
of the technology.

“I felt that if a governor pulled up next to me, I would think — what
do I say? I am checking my e-mails, using CIS, PNLD etc [I was]
worried that I would be seen as a bit of a skiver [ie., avoiding
work] .

The ambiguity about the new behaviours was compounded by ambiguity
over the permanence of the implementation. Organisational history is
important in that the contextual conditions and work itself has a history
(Strauss 1993:89). History can become embodied within work, in routines
and norms, and thereby be rendered invisible. For example, as work evolves
over time, routines, behaviour and attitudes are woven into work order and
remain, often after their origins are forgotten. These routines are ‘black-
boxed’ and are only questioned when the work order is challenged and
sense-making Weick (1995) occurs. During sense-making the past is
interpreted and reinterpreted by actors in order to make sense of change in
the work order. When the technology is implemented it begins to challenge
embedded routines, as the technology enables the actors to evolve new
routines and behaviour with the technology. As the implementation
progressed, confidence in the implementation was affected as officers drew
on accounts of the past implementations to understand the current
implementation.

This police force has a particularly proactive and innovative Information
Technology Service which is at the vanguard of changes to the use of
information technology in the police service and is recognised as one of the
most technologically advanced in the UK. It has a history of testing and
developing technologies in the field. Officers drew on their understanding of
the past implementations of technology when making sense of the ROVER
units. Crucially, operational staff saw the earlier use of laptops as
unsuccessful. Although the case reported in this paper was the first
deployment of wireless laptops the force had attempted a limited deployment
of laptops on other occasions, one PC noted:
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“I have had two laptops before this one in the last year and they
have been absolutely useless”

This particular station seems to have the status of a ‘test bed’ for some of
this organisational and technological change. While this has positive
implications because the staff took pride in this reputation, on the other hand
many of these changes seemed to have been ephemeral in nature. The
project was seen as just another experiment. The experimental status was
also reinforced by the IT service who, recognising the relatively low cost of
implementation and the fact that they were the first police force (and indeed
one of the first organisations UK wide) to mobilise their whole intranet in
this way, used the term ‘experiment’ to reduce risk, to involve the officers,
and, therefore, to reduce resistance to the technology. This had the effect of
increasing ambiguity about the implementation: in many ways it made it
easy and acceptable for officers to stop using the technology.

As the implementation proceeded this ambiguity was compounded by an
increasing concern about why the technology was being implemented. The
uniformed officers felt that the operational future of their station (and
therefore of their team) was in question. Officers interpreted the messages
that they were given about the implementation by their senior officers as
indicating that the successful implementation of the technology would lead
to their Police Station being closed. One officer noted:

“I was sure that they also meant it to assist us with our job as
well...we weren’t sold on this. The American thing was sold a lot,
that you can have your RV [meal break] outside, almost that you
could almost not use the police stations anymore.”

The American model of policing was explained as being one in which
officers left the station in the morning and only returned at the end of their
shift. To facilitate this, officers could take meal breaks outside the station in
named restaurants. This would be a significant change in culture for officers
in the force who, up to this point, were not allowed to eat in a public
restaurant while wearing a uniform. This fear of dramatic changes to
working practices and insecurity about the future of the police station
created a general sense of insecurity, which limited innovative use of the
technology.

Furthermore, the technology was interpreted as threatening the core
values of the police officers: attacking their existing constructions of
identity. The station culture in the uniformed patrol officers could almost be
described as one of a ‘siege mentality’. The impression gained was that the
station was extremely hierarchical, and that the PCs were heavily reliant
upon each other and their senior staff for guidance and support. There was a
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clear sense that their world-view was very much 'us against the world'. This
was put to us as, ‘if you offend one of us you offend all of us’. The
impression was conveyed that the management style in action (as opposed
the espoused management style) was a ‘traditional’ command and control
approach based on ‘rank determining role’ and the restriction of the
questioning of orders. This had a significant impact on the way officers were
encouraged to use the system, as there was a mismatch between the
espoused culture (the vision for policing offered by the Headquarters) and
the culture in action as demonstrated in the station. One officer noted,

“In training I was told that the prevention was the most important
part of side of the job, if you prevent it you will not have to respond
to it. But it hasn’t been happening like that because we have been
busy and we haven'’t got the manpower.... We get tasked by three
different sources... and they ask too much... [we] end up doing the
reactive rather then the investigative, pre-crime work...You really
don’t get time.”

Officers, initially, seemed to project their own expectations on to the
technology. For some, ROVER was seen as a mechanism by which they
could return to ‘traditional’ ways of policing. One officer, for example,
noted that the implementation of technologies in the police force had led to
them ‘losing focus’ and that this technology should help them get back to
‘how it was and how it should be’. However, as the implementation
progressed it became clear that the implementation of ROVER, rather than
facilitating a return to the past, actually enabled new forms of work. This
resulted in some officers feeling threatened by the technology. ROVER
provided access direct access to the Surrey Police Information and
Knowledge Environment (SPIKE), this is a rich information environment
supportive of reflective and preventative police work. Although ROVER
allowed access to information needed in responsive modes (what was
referred to as fast- time) or use within conflict situations, it was not
ergonomically designed to function effectively in these environments. While
ROVER supported the mission of the force as a whole was not explicitly
designed to support the values of the patrol officers. Indeed, it was
increasingly seen as deeply threatening to the values and working practices
of the uniformed officers.

4.1.2 Spatial Order and ambiguity;

The development of a strong team ethos based on face-to-face, peer-to-
peer information sharing was highly valued. One officer noted,
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“We are all very young in service, so we need people who have
more experience so that we can sit and socialise with them and ask
how would you deal with this...if you can sit face to face you can
explain the thing more effectively”.

The officers, therefore, placed a great deal of importance on co-location.
This value was seen as being directly threatened by the implementation of
ROVER. The senior officers in the station seemed to take a particularly
close role in mentoring and managing the tasks undertaken by PCs. The
inspector, for example, stated that she spent more time in the Constable’s
Report Room than in her own office. Senior officers stressed the importance
of this face-to-face interaction in training their staff, but the author also
gained the impression that there was a strong sense that this was also a
mechanism by which they could control the behaviour of subordinates.
Indeed, fear of loss of control was a key factor that influenced some of the
officers’ reaction to the technology. Officers expressed the concern that by
using the technology they would have less control over their subordinates:

“There was fear that you would be out there on your own (because
we are single crewed) for eight hours. I wouldn’t be able to
supervise people, lot of probationers, I wouldn’t be able to go out
with them and see what they are doing, because I would never see
them. They used to come back regularly and I would say what are
you doing now and someone would say, 'I have just been to this job
and this happened'. So I would know what was going on. That
wouldn’t happen with the new system.”

The issues of loss of control were also raised during the process of
implementation. Initially, the implementation of ROVER was requested by
the senior officer responsible for the station; however, as the implementation
progressed senior officers in the station became increasingly concerned that
they were losing control over the process of implementation and the ways in
which the technology was being used. This was expressed through concerns
about the communication of fault reporting and ideas about the use of the
technology.

During the implementation and initial use of the technology sense-
making was (as Weick (1995) argues sense-making ine